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Splitting Protocols in Presence of Capture

MOSHE SIDI, MEMBER, IEEE, AND ISRAEL CIDON

Abstract—The effect of capture on splitting-type protocols in a slotted
ALOHA broadcasting network is investigated. At first, it is assumed that
the nodes of the network are divided into two groups, and only packets sent
by nodes of one of the groups might be captured. The situation in which the
receiver can distinguish between success slots and capture slots and that in
which it cannot are both considered. For each of these situations, splitting-
type multiple access protocols are described and their performance in terms
of achievable throughputs is evaluated. Extensions of these protocols to a
general capture model are also discussed.

I. INTRODUCTION

N THIS PAPER we present and analyze several multiple

access protocols suited to time-slotted capture-type
channels. These -protocols are adapted from the splitting
protocol introduced independently by Gallager [1] and by
Tsybakov and Mikhailov [7] and subsequently improved by
Mosely [2]. The original splitting protocol [1] was devised
for collision-type channels where the underlying assump-
tion is that whenever two or more packets are transmitted
during the same slot, then neither of them is correctly
received at the common receiver. In fact, this assumption
provides a lower bound to the performance of real net-
works, since in many communication systems the stronger
of two or more overlapping packets may capture the re-
ceiver and thus be received without error. As we shall
subsequently show, it is possible to improve the perfor-
mance of the system by taking advantage of the capture
effect.

The capture effect has been investigated in [5), [6] for the
classic slotted ALOHA random access scheme under the
hypothesis that the combined traffic of new and retrans-
mitted packets forms a stationary and independent Poisson
process. Collision resolution algorithms with capture that
are adapted from the tree algorithm first introduced by
Capetanakis [3] have been presented and analyzed in [4].

The splitting protocol makes use of a feedback informa-
tion channel that tells the nodes of the network, im-
mediately at the end of each slot, what happened during
that slot. In the absence of captures, the distinguishable
events during a slot are assumed to be: 1) idle slot—no
packet is transmitted during the slot; 2) success slot—
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exactly one packet is transmitted during the slot and
therefore correctly received; 3) collision slot—two or more
packets are transmitted during the slot and neither of them
is correctly received. When packets can be captured, the
following additional event is assumed: 4) capture slot—two
or more packets are transmitted during the slot and one of
them is correctly received. As in [1], we assume that, when
events 1), 2), or 3) occur, the receiver broadcasts through
the feedback channel LACK, ACK, or NACK, respec-
tively. If 4) occurs we consider two possible situations. In
the first, we assume that the receiver can distinguish be-
tween success slots and capture slots; in the second, that it
cannot. These two situations differ in the meaning of the
feedback for event 4), and we will investigate them sep-
arately.

To facilitate the exposition of the protocols and to ease
their analysis, our detailed presentation and analysis is
confined to a simplified model in which the nodes of the
network can be divided into two groups, and this division
is fixed in time. Only packets transmitted by nodes from
one of the groups can be captured at the common receiver.
The exact model with its basic assumptions and the de-
scription of the two possible feedback information situa-
tions is given in Section II. In Section III, we review the
basic splitting protocol [1] that is extended in the following
sections to protocols for the capture-type channel. In Sec-
tions IV and V, we give splitting protocols for the case
where the receiver can distinguish between success and
capture slots and for the case where it cannot, respectively.
The achievable throughputs of these protocols are evaluated
in Section VI. In Section VII, we generalize the capture
model and describe the corresponding protocols; in Section
VIII, we discuss some other extensions.

II. THE Basic MoODEL

We consider the accessing of a common receiver by a
very large, effectively infinite number of nodes. The for-
ward channel to the receiver is a noiseless time-slotted
capture-type common radio channel. The nodes transmit
packets of a fixed length, taken as one slot, and are
synchronized in the sense that each transmitted packet
arrives at the receiver over exactly one slot. The nodes of
the network are divided into two groups, one called the
dominating group (DG) and the other the nondominating
group (NDG). Only packets transmitted by nodes from the
DG can be captured at the receiver. The nodes of the DG
and the NDG generate new packets according to Poisson
processes with rates A and A ypg, respectively.
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The possible events that may occur during each slot in a
capture-type channel are: 1) idle slot; no node is transmit-
ting during the slot; 2) success slot; exactly one node (from
either the DG or the NDG) is transmitting, in which case
its packet is successfully received; 3) collision slot; two or
more nodes from the DG with any number of nodes from
the NDG, or no node from the DG and at least two nodes
from the NDG use the slot, in which case individual
transmitted packets cannot be reconstructed at the receiver
and must be retransmitted at some later time; 4) capture
slot; exactly one node from the DG and one or more nodes
from the NDG use the channel during the slot. In case 4)
we assume that the receiver captures the packet transmitted
by the node from the DG, therefore it is successfully
received at the receiver. All other packets that have been
sent by nodes from the NDG during the capture slot
cannot be reconstructed at the receiver and must be re-
transmitted at some later time.

The feedback channel from the common receiver is
assumed to be a noiseless broadcast channel. Through this
channel the receiver tells all nodes of the network, im-
mediately at the end of each slot, what happened during
that slot. If either of the above events 1), 2), or 3) occurs,
then the receiver broadcasts LACK, ACK, or NACK,
respectively. If the above event 4) occurs, i.e. whenever a
packet from the DG is captured, we distinguish two possi-
ble feedback information situations.

The first of these feedback situations will be called
feedback with capture (FWC). With FWC, the receiver is
able to distinguish between capture slots and success slots,
i.e. it is able to detect that it has received correctly a packet
from the DG, though at least one packet from the NDG
has been simultaneously transmitted. In this case the re-
ceiver broadcasts CAPT to all nodes in the network.

The second of these feedback information situations will
be called feedback without capture (FWOC), With FWOC,
the receiver cannot distinguish between capture slots and
success slots, i.e. it cannot decide whether a correctly
received packet has been the only transmitted packet or
whether other packets have also been transmitted. In this
case, the receiver could broadcast ACK to all nodes in the
network. However, had a capture occurred, such an ACK
might confuse the nodes from the NDG that have been
transmitting, since they will not know that their packets
have not been successfully received. Therefore, with FWOC,
we assume that each node adds a group identity number
(in this case one bit) at the head of a transmitted packet.
This added bit is zero or one if the node belongs to the DG
or to the NDG, respectively. Consequently, with FWOC,
the receiver broadcasts ACK, or ACK, when it receives
correctly a packet from a node that belongs to the DG or
to the NDG, respectively. Nonetheless, note that FWOC
feedback is less informative than FWC feedback because,
with FWOC, the receipt of ACK, gives no information
regarding the presense or absence of packets from the
NDG. ,

In all cases, we assume that propagation delay is negligi-
ble, so that the feedback information for a certain slot can
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be used to determine who should transmit in the very next
slot.

I1I1. THE BASIC SPLITTING PROTOCOL

An understanding of Gallager’s basic splitting protocol
[1] is necessary to the understanding of splitting protocols
for capture-type channels. In the basic splitting protocol,
each node of the system keeps track of an interval of time
in the past which shall be called a window. The left and
right boundaries of the window will be denoted by 4 and
B, respectively. During each slot, all packets that arrive
during the current window are transmitted. The system
may reside in one of three states, S;, S, S,, depending on
what knowledge the nodes have regarding the current
window. Recall that here the only feedbacks possible are
LACK, ACK, or NACK, and that the same window is
tracked by all nodes.

In state S,, the system has no knowledge regarding the
number of packets that arrived within the current window.
For LACK or ACK received from a slot when the system
is in state S,, the system remains in S, but slides the
window forward. The new window size will be chosen
between p and 7. — B, whichever is smaller (4 « B,
B <« min(p + B,T.)). Here p is a constant that is chosen
so that some performance measure is optimized, and T, is
the current time. For NACK feedback, the system enters
state S, with the knowledge that the window contains at
least two packets. In this transition, the window is parti-
tioned into a left part and a right part according to some
parameter p (that is again chosen so that some perfor-
mance measure is optimized), and the left part becomes the
new window (B « A + (B — A)p).

If the system is in state S,, then LACK or NACK
feedback maintains the system in state §,. For NACK
feedback, the new window is obtained as in the transition
from S, to S,. For LACK feedback, the right part of the
previous window is known to contain at least two packets,
therefore it is partitioned and a new window is chosen as in
the transition from S, to S, (4 « B; B« B+ (B — 4)
(1 — p)). An ACK feedback allows the system to transit
from state S, to state S, since the nodes now know that
the right part of the current window, which becomes the
new window (A4 « B; B <« [B — A(1 — p)]/p). contains
at least one packet.

Finally, from state S;, an ACK or NACK feedback
causes the system to transit to S, or S,, respectively. In the
former case, the new window is obtained by sliding the
window forward in time and expanding it to length p or
T. — B, whichever is smaller. In the latter case, the current
window is partitioned and the new window is chosen as in
the transition from S, to S,.

IV. SpLITTING PrROTOCOLS FOR FEEDBACK WITH
CAPTURE

In feedback with capture (FWC), the receiver can dis-
tinguish between success slots and capture slots. Therefore
the possible feedback messages are LACK, ACK, NACK
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and CAPT. We shall present two splitting protocols for
FWC that are adapted from the basic splitting protocol
described in the previous section. The principal difference
between the two protocols is that in the first (Protocol 1) at
most one packet can be captured between two successive
visits to state S,, while in the second (Protocol 2) the
number of captured packets between such two successive
visits can also be two.

In both protocols, nodes from different groups (the DG
and the NDG) keep track of different windows. Let ( 4,, B,)
and (A4,, B,) be the windows of DG nodes and NDG
nodes, respectively. For both protocols, the nodes perform
the basic splitting protocol for LACK, ACK or NACK, the
DG nodes using their own parameters, p,,p, and the
NDG nodes using their own parameters, p,,u,. For both
protocols, when the system is in state S, or S; and a
capture occurs, then the corresponding window of the
NDG nodes is known to contain at least one packet;
therefore, the DG nodes wait until the window of the
NDG nodes involved in the capture is resolved (a window
is said to be resolved whenever the system reenters state
So)- This is achieved by choosing a zero length window for
the DG nodes with no change in the window for the NDG
nodes, while the system transits to state S;.

The two protocols differ whenever a capture occurs
while the system is in state S,. Note that, in this case, it is
known that the current window of the NDG nodes con-
tains at least one packet, and that the right part of the
previous nonzero window of the DG nodes also contains at
least one packet. A reasonable approach in this case is to
resolve separately the two windows known to contain at
least one packet, and then to choose fresh ones. This is
what is done in Protocol 1. According to this protocol,
after a capture while the system is in state S,, the NDG
window involved in the capture is first resolved while the
DG nodes wait. Then the right part of the previous non-
zero window of the DG nodes is resolved while the NDG
nodes wait. This is achieved by first choosing a window of
zero length for the DG nodes, raising a flag, and resolving
the window of the NDG. When this window is resolved, a
window of zero length is chosen for the NDG, the flag is
lowered, and the right part of the previous nonzero window
of the DG is resolved. Consequently, at most one packet
can be captured between two successive visits to state S,.

Obviously, more information is extracted from a capture
than from a simple successful transmission. Thus, ore
expects. that a protocol that allows for more than one
capture between two successive visits to state S, will per-
form better. This idea is used in Protocol 2. According to
this protocol, if a capture occurs while the system is in state
S,, then the NDG window involved in the capture is first
resolved while DG nodes wait, as in Protocol 1. After this
window is resolved, DG nodes choose the right part of
their previous nonzero window as their new window, as
before, but now NDG nodes do not wait but choose a
completely fresh window of length p’, or T, — B,, whichever
is smaller, and continue the protocol with partitioning
parameter p;. In this case, the system transits from state S,
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to state S,. If a capture occurs, then the protocol continues
as lescribed above. However, if a collision occurs, then it is
known that the window of the DG nodes contains at least
two packets and thus no information has been gained
regarding the NDG window, which can then be considered
as fresh. Therefore, the protocol continues as before except
that the NDG window is reduced to zero length.

V. SPLITTING PROTOCOLS FOR FEEDBACK
WITHOUT CAPTURE

With feedback without capture (FWOC), the receiver
cannot distinguish between capture and success slots.
Therefore it always broadcasts either ACK ; or ACK, after
receiving correctly a packet from a node from the DG or
the NDG, respectively. We now present two splitting pro-
tocols for FWOC. In principal, in the first protocol (Proto-
col 3), each time a nonempty DG window is resolved, DG
nodes wait until the NDG nodes resolve their current
window. The purpose is to allow the NDG nodes that were
involved in a capture slot to transmit before a new window
for the DG nodes is chosen. In the other and more efficient
protocol (Protocol 4), the DG nodes choose a new window
immediately after resolving their previous window.

In both protocols (Protocols 3 and 4), nodes of the DG
and the NDG perform their basic window protocol except
when a packet from a DG node is successfully transmitted
(i.e., when ACK is received). Note that in this case it is
possible that the window of the NDG nodes is not empty.
When ACK, is received while the system is in state S,,
then since nothing is known regarding the window of the
NDG nodes, this window is extended in both protocols so
that it contains the right part of the previous window.
When ACK is received while the system is in either state
S, or Sy, then in Protocol 3 the NDG nodes continue their
protocol with no immediate change in the window while
the DG nodes wait (by reducing their window to zero
length) until the window of the NDG nodes is resolved. It
is clear that this is not the best we can do, because in this
case no further statistical knowledge was gained about the
current NDG window. Therefore we can improve the per-
formance of the protocol simply by choosing completely
new windows for both the DG and the NDG nodes. This is
exactly what is done in Protocol 4. Notice that in Protocol
4 packets from NDG nodes might be delayed for long
periods if several successive captures occur.

VI. PERFORMANCE EVALUATION

In this section, we assume that the arrival processes of
new packets to the nodes are Poisson. We determine the set
of achievable arrival rates A and Aypg of new packets
to nodes of the DG and NDG nodes, respectively, for
which the system is stable. These rates clearly depend on
the fresh window lengths g, and g, and on the parti-
tioning parameters p; and p, (in Protocol 2, also on p/
and p3). In particular, we obtain the optimal fresh window
lengths put and p% and partitioning parameters p} and p¥
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so that the total throughput of the system A
A wpg 1S maximized.

We first define some notation (here p = (p,, p,), and n
and k are the number of packets contained in the current
windows of the DG and NDG nodes, respectively).

= Apg +

LPS(p) £ the average number of successfully trans-
mitted packets by nodes of the DG until the
next visit to state S, given n and k.

(p) 2 the average number of successfully trans-
mitted packets by nodes of the NDG until
the next visit to state S, given n and k.

Ln.k(p) 2 LnD,(lz(p) + LNDG(p)

M, . (p) £ the average number of slots until the next

visit to state S, given n and k.

ND(;
n k

In the Appendix, we present the equations from which
these quantities can be calculated recursively.

Since the arrival processes of new packets to nodes of
the DG and the NDG are Poisson with rates Ap; and
A upe» Tespectively, we have that the average number of
successfully transmitted packets from DG nodes and NDG
nodes between two successive visits to state S, is given by

e~ (it Xy
1 lexz

LPS(p,x) = Z Z LDG(P)

i
=0 /=0 iyt
(.\'1+.\'2)xixj
NDG NDG 1%2
LYPC(p, x) = Z ZL '(P) it
i=0 =0 e
where
A —
x; = Apghy "X = Anpohta
and

x & (x;,x,).

The total average number of successful transmissions be-
tween two successive visits to S is

—{x;+ \-,)xzxz

L(p,x)= )O.% i L, ,(p)

i
i=0 j=0 B

The average number of slots elapsed between two succes-
sive visits to S, is

M(va)'_‘ i i Mi.j(p)

i=0 =0

—{(x; +Xx3) lx_/
iyt

The throughputs of the system are finally given by

DG
TPS(x, p) = LP(x, p)
M(x,p)
. LNDG(X p)
TND(’(x,p) = M .
M(x,p)

Clearly, the throughputs depend on the partitioning
parameters, p; and p,, and on the lengths of new windows,
p, and p,, through the quantities x, and x,. As for the
basic splitting protocol [1], the throughputs of the system
are not very sensitive to the partitioning parameters p, and

IEEE TRANSACTIONS ON INFORMATION THEORY, VOL. IT-31, NO.

2, MARCH 1985

04 Protocols 1,2

Protocol 3

A : L Y
0 o 0.2 03 04 05 06

Fig. 1.

Regions of achievable throughputs.

p, and, therefore, in the following we choose p,
1/2.

In Fig. 1 the region of achievable arrival rates for which
the system is stable is under the depicted line for each
protocol. Protocol 2 is only slightly better than Protocol 1
(the difference is not noticeable in the figure). Protocol 3
behaves quite badly for high arrival rates to DG nodes.
The reason is that after each ACK, at least one slot is
dedicated for NDG nodes even if no node from this group
has a packet for transmission. Notice that the basic window
protocol (without capture) corresponds to Apg =0 or
Anng = 0 in Fig. 1, except for Protocol 3. From Fig. 1, we
can conclude that Protocols 1 (because of its simplicity
compared to Protocol 2) and 4 are the better choices for
FWC and FWOC, respectively.

It is interesting to find the values uf, p3, p¥, p3, x¥, x3
that maximize the total throughput T. The values of these
parameters together with the corresponding maximal
throughputs appear in Table I. For Protocol 2, the optimiz-
ing values of p’, and p) are 1.52 and 0.49, respectively.

=p,=

TABLE I
MAXIMUM TOTAL THROUGHPUTS AND CORRESPONDING PARAMETERS
Protocol  pf p3 rt P Ab  Anc  Abe + Ape
1 251 261 048 049 0295 0.293 0.588
2 254 260 048 049 0293 029 0.589
3 295 317 047 049 0190 0350 0.540
4 210 4.01 047 049 0329 0.244 0.573

Notice that for FWC the maximal total throughput is
obtained for almost the same arrival rates to DG nodes
and NDG nodes, and that there is almost no difference
between the optimal parameters and the performance of
Protocols 1 and 2. Protocol 3 favors higher arrival rates to
NDG nodes, since successful transmissions from DG nodes
that are not caused by captures lead to wasted slots.
Protocol 4 favors higher arrival rates to DG nodes, because
in FWOC DG nodes have strong priority over NDG
nodes.

In all the above calculations, we truncated the infinite
sums at i = 16 and j = 16; the contributions from the
other terms were negligible.
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VII. GENERALIZATION

In this section, we generalize the basic model described
in Section II and show how to apply the various splitting
protocols to this generalized model. In the general model,
we assume that the nodes of the network are divided into a
finite number of groups, each of which may contain any
number (finite or infinite) of nodes. This division is-done
so that a capture never occurs within nodes of the same
group. The groups are uniquely (yet arbitrarily) identified
by a group identity number. Each transmitted packet car-
ries the group identity number of its originator node.

The possible events that may occur during each slot are
similar to those described in Section II: 1) idle slot; 2)
success slot; 3) collision slot—two or more nodes use the
channel but none of the individual transmitted packets can
be reconstructed at the receiver; 4) capture slot—two or
more nodes use the channel, as in 3), but one of the packets
capture the channel and therefore is successfully received
at the receiver, although other packets must be retrans-
mitted at some later time. The collection of nodes that
must retransmit their packets after a capture slot will be
called a caprure set. We note that each packet from the
capture set carries a group identity number that differs
from the one carried by the successfully received packet.

We consider here both the FWC and the FWOC as in
Section II, and we assume that CAPT and ACK messages
contain the group identity number of the successfully
received packet.

Essentially, we can still use the protocols that were
developed in Sections IV and V for the basic model, except
that now, during each slot, the nodes in the group from
which a packet was successfully received follow the earlier
protocol for DG nodes, while all other nodes follow the
earlier protocol for NDG nodes. Note that, in Protocols 1
and 3, whenever the DG nodes should wait for resolution
of the NDG window in the basic model, nodes in the group
from which a packet was successfully received must wait
until the groups in the capture set have resolved their
windows.

VIII. DiscussiON

We have investigated the effect of capture on the basic
splitting protocol [1], [2]. We have considered both the
situations where the receiver can distinguish between
success slots and capture slots and where it cannot. For
each of these cases, we described splitting-type
multiple-access protocols and evaluated their performance.
As could be expected, we have shown that the performance
of the system is significantly improved when packets can
be captured.

Protocols have been suggested for a rather general cap-
ture model. The detailed exposition of the protocols and
their analysis have been confined to the case where the
nodes of the system are divided into two groups and only
nodes of one group (DG nodes) could be captured. More-
over, we assumed that a capture event does not depend on
the number of NDG nodes transmitting along with a node
from the DG.
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A more realistic assumption is that a packet transmitted
by a node from the DG is captured only if fewer than K
NDG nodes are transmitting at the same time. In some
sense, this K corresponds to the relative powers of DG and
NDG nodes. K = 1 corresponds to the case of no capture.
The protocols that we presented earlier can, with very
slight modification, be used in this case as well and their
performance can be evaluated using the same techniques. It
turns out, for example, that for FWC using Protocol 1 and
K = 2, the performance of the system (in terms of achiev-
able throughputs) is degraded by only about 2 percent
compared with the case of very large (effectively infinite)
K. This behavior is due to the fact that the windows chosen
by the nodes will very rarely contain a large number of
packets. Consequently, provided K > 2, the behavior of
the system is almost independent of K.

An interesting special case of the general model consid-
ered in Section VII is to assume that the nodes of the
system are divided into N priority groups, instead of only
two groups as in the basic model. Let the N groups of the
system be denoted by 4,, 4,,- - -, A,. We say that group 4,
dominates group A; whenever i > j. The domination has
the following sense. If a single packet originated from A4,
and if an arbitrary number of packets originated from
groups dominated by A4, are transmitted during the same
slot, then the common receiver will capture the packet
originated at A, It is expected that as N increases the
performance of the system will be improved and, for very
large N, the utilization of the channel will be almost
perfect. A first order approximation shows that as N gets
large the total throughput increases at least as fast as
1 — C/ VN for some constant C.
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APPENDIX

Let LDS, LN2, L, , and M, , be as defined in Section VL
Let

Pi(n) = ()it = p)"™

PA(n) = (1) pa(1 - p))"".

In the following, we present the equations that are used for
recursive computation of the quantities of interest. Most of these
equations are self-explanatory. To help the reader, we give de-
tailed explanations for one of the following equations, (A6). The
other equations are similarly obtained.

Protocol 1
Lyp=0 (A1)
Lio=1Lo,=1 (A2)
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n
Ln.O = Pé(n)Ln,O + Pll(n)(l + Lnfl,O) + Z Pil(n)Li,07
i=2
n>2 (A3)
k
Lo, =PP(k) Ly, + PE(k)(1 + Lo 1) + Y PA(k) L,
i=2
k>2 (Ad)
(AS)

Li,=1+Ly,, k=1

L, = P&(")[Poz(k)Ln,k + PE(k)( + Ln.k~l)

+ 2’3 Piz(k)LO,i]

i=2

+P11(n)[1’oz(k)(1 +L,_14)

+ i PHkY1+ L, 0+ LO.i)]

i=1

M=

k
+ ¥ Y P(n)PH(K)L,;, n=22,k>1. (A6)
i=2 j=0

Explanation of (A6): Recall that L, , is the average number of
successfully transmitted packets (either from the DG or NDG
nodes) until the next visit to state S, given that the current
windows contain n DG packets and k NDG packets. Therefore,
for n = 2,k > 1, the current windows result in NACK. Conse-
quently, the windows of the corresponding groups are partitioned
into left and right parts.

If the left part of the DG window contains no packets (PL(n)),
then three cases are possible. 1) The left part of the NDG
window contains no packets (P2(k)), in which case we are back
in the same situation. 2) The left part of the NDG window
contains exactly one packet ( PZ(k)), in which case this packet is
successfully transmitted and then the right windows with n DG
packets and k — 1 NDG packets are transmitted. 3) The left part
of the NDG window contains at least two packets (P2(k),i > 2),
in which case we are left with a collision that has to be resolved,
so according to Protocol 1 we continue to resolve the left parts
with no DG packets and kK NDG packets.

If the left part of the DG window contains exactly one packet
(Pl(n)), then we have two cases. 1) The left part of the NDG
window is empty (PZ(k)), in which case the DG packet is
transmitted successfully and then the right parts with n — 1 DG
packets and k NDG packets are resolved. 2) The left part of the
NDG window contains i > 1 packets (P?(k),i = 1), in which
case a capture occurs and therefore we resolve separately the left
part of NDG window (with i packets) and the right part of the
DG window (with n — 1 packets).

Finally, if the left part of the DG window contains i > 2
packets (P!(n),i > 2), then we have another collision and only
the left parts are resolved; thus, if the left part of the NDG
window contains j packets (sz(k)), we will have on the average
L, ; successful transmissions.

Lan =L,o,

n>0 (A7)

I2$=0, k=20 (A8)
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LP¢=1, k>0 (A9)
125 = PA(m)[ B3 (k) LBG + PR(k)(1 + L2G-,)]
+P%(n)[P&(k)(1 + LS, )
k
+ ¥ P2(K)(1+ LY%,
i=1
n k
+ 3 Y P(n)PH(K)LDY, n=2,k=1 (Al0)
i=2j=0
NS =L, —LY, n=20k20 (A1)
Mo,o = Mo.l = Ml.O =1 (A12)
M,,=1+ Pi(n)M, o + Pi(n)(1 + M,_;,)
n
+ ¥ P(n) Mo, n22 (A13)
i=2
My, =1+ Pi(k)M  + PH(n)(1 + M, 4 _y)
k
+ Y PHkYM, k=2 (A14)
i=2
M =1+M,,, k=1 (A15)

M, =1+ P&(")[P()z(k)Mn.k + PHKY 1+ M, ,y)

+ i Piz(k)MO.i:l

i=2

+P1‘(n)[Poz(k)(1 + M, _14)

+ i PA+M,_ o+ MO.i)]

i=1
n k
+ 3 X Pl(n)P(K)M,
i=2 j=0
n>2,k>1. (Al6)

Clearly, all the quantities, LPG, LNRY, L, ,, M, , can be recur-
sively computed from (Al)-(Al6).

Protocol 2

The same equations (Al)-(A16) govern the system with Proto-
col 2 except that, in (A6) and (A16) when n = 2, the quantities
L, .o and M, _,, should be replaced by the quantities L and
M that are subsequently calculated. Let

0.(m = (})pta-p)""
Then,
L =1
I:,,=QO(”)Z‘n+Q1(n)(1+Z‘n—l)+ ZQi(”)Zi’ nx2
i=2
M, =1
Mn =1+ QO(”)Mn + Ql(n)(l + Mn—l) + Z Qi(n)M’

i=2
n>2
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Now,

where x = Aypgpy7. In the next two protocols, we give only the
equations for L, , and M, ,. The equations for LG and L)2¢
can be obtained similarly.

Protocol 3

L, for n>0,k=0,1and n=0,k >0, is calculated as in
(A1)-(A5) and, for n > 2,k > 1,

L,,= P&(”)[Poz(k)Ln.k + Plz(k)(l + Ln.k—-l)

i=2

n

+PU(m) (L + Loy ) + 2 ‘zk: P(n)PH(K)L; ;.
i=2j=0

(A17)

M, ., for n=0,1,k >0, is calculated as in (A12), (Al4), and
(Al5). For n = 1, k = 0, we have

M,o=1+ P(}(”)Mn,o + Pll(")(l + Mn~l.0)

n
+ X P(n)M,,,
i=2

nx>2

Mo=1+M,,

301
and, for n > 2,k > 1, we have

M, =1+ P(}(n)[POZ(k)Mn.k + Plz(k)(l + Mn,k—l)
k
+X P,.(k)Mo_,]
i=2

CPRA+ M) + 5 S PPk M, .
i=2 j=0

(Al8)

Protocol 4

L,, for n>20,k=0and n=0,k > 0, is calculated as in
(A1)—(A4).

L,=1, k=1

and, for n > 2,k > 1, the recursion (A17) is used.
M, ,, for n>0,k=0and n=0,k >0, is calculated as in
(A12)—(A14).

M ,=1, k=1

‘ and, for n > 2, k > 1, the recursion (A18) is used.
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